
About the
assignment:

Местоположение
Vilnius, Литва

Rate (after tax)
€3091 - 4950/Month

Срок
Полная занятость

Extension (project)
No

Remotely
(optionally)
No

Expire On
2024-11-28 (15 часов
назад)

Assistant Vice President
- Cloud Security
Architect
Moody's
careers.moodys.com/

Литва

This assignment expired :when

Description

Skills and Competencies:

Minimum of 5 years of experience in a cloud
security role, with a proven track record of
designing and implementing secure cloud
solutions.
Proficiency in cloud security principles,
architecture, and governance.
In-depth knowledge of major cloud service
providers and ideal hands-on experience with
AWS, Azure, and GCP.
Knowledge of design patterns for secure and
scalable cloud solutions.
Familiarity with common security architecture
and cloud security frameworks such as NIST,
GDPR, TOGAF, and ISO Standards
Exposure to Artificial Intelligence in the context
of cloud security.
Strong initiative and ability to lead cybersecurity
projects.
Proven ability to work effectively in a
collaborative team environment, with strong
interpersonal and stakeholder management
skills.
Effective verbal and written communication

https://careers.moodys.com/


skills, with the ability to convey complex security
concepts to both technical and non-technical
audiences.

Education:

Bachelor’s degree in computer science,
Information Security, or a related field preferred
Relevant certifications such as AWS Certified
Security Specialty, Certified Cloud Security
Professional (CCSP), or Certified Information
Systems Security Professional (CISSP) are highly
desirable.

Responsibilities:

Develop and implement robust cloud security
architectures and frameworks to protect cloud-
based applications, data, and infrastructure.
Evaluate, recommend, and implement security
solutions and tools to enhance the security
posture of our cloud infrastructure.
Lead diverse cloud cybersecurity projects to
ensure robust security architecture.
Establish and maintain security policies,
standards, and guidelines for cloud environments
in alignment with industry best practices and
regulatory requirements.
Collaborate with LOBs and stakeholders to foster
a security-aware culture.
Stay informed on emerging cloud security threats
and trends.
Integrate cybersecurity considerations into
organizational objectives.
Adjust strategies to effectively mitigate cloud
security risks.
Play a key role in securing cloud infrastructure
across multiple platforms.

About the Team:

Join our dynamic team as an AVP Cloud Cybersecurity
Engineer, where innovation and proactivity are at the
heart of our operations. Our team is committed to
safeguarding digital assets across various cloud
platforms, ensuring the integrity and security of our
cloud infrastructure. You will work alongside
passionate professionals, leading cloud cybersecurity



initiatives and designing cutting-edge security
measures. Our collaborative environment encourages
the integration of emerging technologies and security
practices, making it an ideal setting for those eager to
make a significant impact in cloud security.

Required Skills

NET
Azure 3-4 years
MORE
Cloud 3-4 years


